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More than ever, today’s corporate leaders need to understand how their companies’ intellectual property (IP) assets relate to their business, its operation and its financial performance. An IP audit is one mechanism that can be used in gathering information for such analysis. Together with an understanding of the company’s business plan, the audit can help to ensure that the company’s IP portfolio and strategy are kept in alignment with its business objectives.

In its most basic form, a company’s business plan will generally identify certain objectives and strategies for meeting those objectives. The objectives are often arrived at through an analysis of the company’s strengths, weaknesses, opportunities, and threats (a so-called SWOT analysis).  The strategies for meeting the objectives may involve the sale of certain products or services, partnering with others to gain access to products or markets, and, often in the case of privately-held companies, raising capital.

Among the objectives to be considered in the business plan are those pertaining to the company’s IP.  Often, the company will want to ensure that its products or services are covered by patents.  Here it is important to remember that the patents must cover not only the current generation products, but also the next generation ones as well.  This will help to prevent competitors from leap-frogging over the company’s current commercial offerings.  Competitive technologies may also provide opportunities for patents.  By establishing barriers to design-arounds or other solutions, companies can help ensure themselves a position in the marketplace for years to come.

The company’s willingness to enforce its rights will also play a key role in its IP strategy.  Often, the question of whether or not a company is willing to sue infringers depends on the perceived importance of the market into which the infringing products are being introduced.  For example, companies may be more willing to defend their IP rights in the United States (where a large consumer base exits) than in other jurisdictions (where smaller or negligible numbers of potential customers exist).  Accordingly, companies may decide to seek patent protection in only those jurisdictions where the company reasonably expects to enforce its rights with respect to the subject inventions and forgo such protection in other countries. 

As the company continues to develop its strategic plans, the IP components of that plan should continually be reevaluated to ensure that they align with the stated business objectives.  For example, if new objectives for new markets are going to be pursued, the IP plan should be updated to reflect the need to seek protection for inventions, brand names and other assets in those markets.  Likewise, if older objectives are to be abandoned in favor of new ones, companies should consider pruning older IP assets to make way for new ones. 

Components of an IP Strategic Plan 

An IP plan should address portfolio development (i.e., the acquisition of IP assets by internal development or other means) as well as the monetization or other exploitation of that portfolio.

Generally, developing an IP portfolio is a long-term proposition.  Given current processing times at patent offices throughout the world, companies should be looking out at least three to four years in their patent planning.  Simply filing patent applications for existing technologies is not enough.  To create a portfolio that will truly provide value for the company by erecting effective competitive barriers requires placing those barriers at chokepoints in market and technology trends. A company that takes the time to plan for these trends and file its patent applications accordingly will be in a position to later enter the relevant markets in a much stronger position than its competitors.

One way to glean the developing market and technology trends is to invest in competitive assessment. This form of intelligence can reveal competitors’ patents that might present an obstacle to a company’s business objectives. Early identification of such obstacles can provide a company with sufficient opportunity to design around problem patents or seek partnering opportunities to gain access to needed IP. The assessment can also reveal strategic holes or weaknesses in competitors’ patent portfolios, which the company can exploit by filing patent applications of its own. Importantly, any competitive assessment should include an analysis of the company’s own IP portfolio so as to identify weaknesses that need to be addressed. Below is provided a plan for conducting such an internal assessment of a company’s IP portfolio. 

In addition to filing patents based on competitive assessment, companies should adhere to a well-defined patenting strategy and avoid the tendency to patent everything that results from its research and development activities. Here, reference to the business plan is essential.  That plan will help define the company’s core business and the technology important to fulfilling that business.  The bulk of resources devoted to IP portfolio development should be devoted to protecting that technology. While some funds may be spent with respect to patents for non-core technology, for example to develop licensing opportunities for the company, the focus on core technology should not be lost. 

As the company’s IP portfolio begins to develop, the company should look to extract value from it.  Enforcing the newly acquired IP rights is one means by which this can be accomplished.  Here, enforcement is not necessarily synonymous with litigation.  Instead, strategic partnerships through sharing of IP assets is a common means for companies to derive value from their respective IP portfolios. So too is the sale of IP assets directed to non-core technology. 

A less traditional, but not to be overlooked, means of deriving value from one’s IP portfolio is to comb that portfolio for prior art that might be useful against competitors’ patents.  This includes not just the company’s own patents, but any prior art cited during the prosecution of those patents.  References culled from the file wrappers of the company’s own patents can sometimes be used to provoke reexaminations or other attacks on competitors’ patents.  By narrowing or even invalidating such patents, a company can indirectly strengthen its own patents and therby enhance the overall value of its own portfolio.

A less aggressive, and more traditional, approach to enhancing the value of one’s patent portfolio is to maintain a liberal continuation practice. Filing of multiple continuations and/or divisional applications can help companies shape their portfolio as a market matures or develops. Such a practice can often help convince investors to commit funds in favor of one company over another.  It should be noted that recent USPTO proposals to change the rules regarding the filing of continuations may severely limit the availability of these vehicles for value enhancement of patent portfolios. 

Integrating the IP Strategy with the Business Plan 

The key to successfully integrating any IP plan with a company’s business plans is education.  Engineers, sales and marketing professionals and company executives must all be indoctrinated with the idea that the company’s business objectives can only be achieved if the elements of the IP strategic plan are adhered to. This requires regular and continuous communication with and among the people responsible for creating and managing the company’s IP assets as well as executives focused on executing the business plan.  Integration cannot be achieved with a single “IP day” or one-time meeting to discuss a plan as if it were a static idea. The IP plan will be an ever evolving idea, just as the company’s business plans will change over time.  It is important that these changes be communicated among the people within the company responsible for ensuring its success.

Another means by which successful integration can be assured is by providing people within the company with incentives for ensuring such success.  Many companies provide monetary or other awards to inventors when patent applications are submitted or patents issued.  Similar incentives could be provided to others tasked with competitive analysis or other form of IP portfolio development.   

Of course, metrics should be established to allow manager to determine whether IP objectives are being met.  In the absence of a dedicated licensing program it can be difficult to directly tie any increased sales or profits to the company’s IP portfolio, however, metrics such as the number of patent applications filed per quarter or number of patents issued per year, can be readily evaluated.

IP Audits 

Having thus described the basic elements that go into creation of an IP strategic plan and aligning that plan with the company’s objectives, we turn now to the process by which a company can collect information to determine how well it is implementing that plan.  The idea of conducting an audit of a company’s assets is not a new one, however, it takes on an especially important role for knowledge-based companies because often the true value of the company can only be understood after a careful investigation of that company’s IP assets.  

Successful audits begin with planning.  Without a plan, one is often left to wade through boxes of documents without understanding the objectives.  Too often, an unfocused effort will simply compile massive summaries of the materials reviewed.  While such summaries might look impressive at the end of an investigation, many are often relegated to the trash bin or filing cabinet without review because they simply do not address (in a succinct manner) the basic questions that needed to be answered.  Only careful pre-audit planning can lead to a final work product that is both comprehensive in terms of its content and useful in terms of its contribution.

We begin our study of planning for success in these types of audits by noting that attorneys who are asked to participate in an IP audit often do not fully comprehend their role.  Many see the job as a cataloger of information. While this is undoubtedly a component of the audit process, the successful investigating attorney has a broader role: that of a risk assessor and problem solver.  .  With this understanding of the role, we move on to the process of developing and audit plan.

Developing an Audit Plan

Tailoring the Investigation to the Business

It should go without saying that the investigating attorney must understand the nature of the company’s business before beginning the audit.  Only by understanding the company’s business can the investigating attorney prepare an audit checklist that makes sense for that company.  Many of us develop “form” checklists for these types of projects, but a form checklist should and must be only the starting point.  Every company is different because the objectives, and usually the competitors, are always different.  Thus, every audit deserves its own unique checklist for every auidt will present its own unique issues, risks and opportunities for problem solving.

At a minimum, your checklist must be tailored to meet the goals of the company’s IP strategic plan: enabling the company to know the precise scope of its rights to, for example, use, sell, license, distribute, and modify its assets, as well as the degree to which it can prevent others from exercising or obtaining rights.  With this information, the company can better avoid overestimating the value of an asset as a result of unawareness or miscalculation of the correct status of intellectual property rights in that asset.  Perhaps more importantly, the company can gain a better appreciation of the risks (and potential rewards) associated with its business practices. 

The checklist should also be crafted in such a way as to identify any bases for adjusting the value of the assets in view of uncovered risks that cannot be eliminated. For example, having a section of the checklist that focuses on business strategies and negative factors uncovered during due diligence that affect those strategies will help to keep the investigation focused and will provide the basis (and perhaps even the executive summary if the checklist is really well crafted) for the investigating attorney’s report.

Special Issues Involving Software Assets

Proper audit planning also requires an understanding of the legal landscape within which the company operates.  With knowledge-based companies this landscape continues to evolve, but some of the more important legal doctrines that have affected software assets of these business are discussed below.  Your checklists should prompt inquiry into all of these areas.

Understanding Ownership Issues Involving Software Assets 

Many (if not most) knowledge-based companies will have software assets associated with their business.  In some cases, software may even comprise the principle assets. In 1989, the U.S. Supreme Court significantly redefined the "work made for hire" doctrine of copyright law.
  Specifically, the Court significantly narrowed the circumstances under which a work of authorship will be deemed to be a "work made for hire" owned by the hiring party.  

Many small (and even some larger) companies contract out their software development, especially in the early days of the company’s existence.  However, most non-employee computer programmers and consultants will not fall within the Court's revised definition of a "work made for hire" and will therefore own the copyrights in the software source code (and derivatives) they produce.  It is therefore critical to determine whether such consultants produced their works for the company pursuant to written agreements assigning ownership of code and all related works, and all IP rights therein, to the company.  The investigation (and the supporting checklist) should inquire into all existing works in which consultants participated to ensure that the company -- and not the consultant -- owns title to the work. If the company does not own title to the work, that is an issue to address quickly.

Because of the importance of software assets to knowledge-based companies, it is important that the investigating attorney recognize the proper procedures for perfecting title in such assets.  Especially in the case of contracted-for works, ensuring that these procedures have been followed can help reduce the risk associated with the acquisition process.  Federal case law requires that title and security interests in copyrights be perfected by recording evidence of title with the U.S. Copyright Office, rather than through the state Uniform Commercial Code filing system. Thus, the audit checklist should include a line item requiring a check of the Copyright Office records.

The same is not true for other IP assets, such as patents.  While documents affecting title in U.S. patents (e.g., assignments) must be recorded with the U.S. Patent and Trademark Office,
 documents creating security interests in patents need not be so recorded.
  This creates a challenge for the investigating attorney because now, potentially, the UCC records of all fifty states must be searched
 in order to determine whether any third parties hold security interests in the company’s patents and patent applications.  Often, the secured assets are identified by phrases such as “general intangibles” that could be construed to include patent applications, trade secrets, know-how and other forms of IP.  

The job of the investigating attorney does not end with simply ensuring that the proper documents reflecting title in a company’s copyrights or other IP have been recorded.  Such an inquiry is merely a first step.  Companies may commit copyright misuse by failing to disclose in a copyright registration application that its computer program was a derivative work based upon a preexisting computer program.  This makes it crucial that the investigating attorney conduct a thorough audit of all copyright registrations to ensure that errors have not been made in the registration process (such as failure to disclose the derivative nature of a work) that might jeopardize the enforceability or validity of the copyrights.  

Similarly, when investigating the assignment records of a patent or patent application, the investigating attorney should make inquiry into the application process.  Determining what procedures were used in preparing and filing the application (for example, inquiring into how the actual inventorship was determined) may be appropriate.  

Software and Business Method Patents

Once thought to be unavailable, software patents are now common items of IP for a knowledge-based company.  Knowledge-based companies have taken further steps and received patents on their underlying business methods—indeed, for many of these companies it is often difficult to tell when one is dealing with a software patent versus a business method patent.  The availability of such patents has required that knowledge-based companies rethink in fundamental ways their strategic approaches with respect to intellectual property rights and the appropriate mix of patent, trade secret and copyright rights that should be sought and the emphasis to be placed on each. It is now more important than ever that adequate procedures be implemented for filing, maintaining and policing patent rights with respect to software and other computer-related inventions.

What this means for the investigating attorney during the audit is that a much broader area of competitive analysis may be required to fully appreciate the risks that may be faced by the company.  For example, cataloging and checking the status of the company’s patent, trademark and copyright assets is only a small first step in understanding the business.  Often more important by far is gaining an understanding of how the company’s IP assets measure up against those of competitors.  Especially with knowledge-based companies, the investigating attorney’s checklist needs to cover inquires into any competitive analysis the company itself has performed and further needs to include an independent inquiry of at least the known competitors.

Another problem with the use of outside contractors for software development is the lack of control over the end product that the company might have had.  Today, many software developers are relying on “shareware” or software distributed under licenses that imposes restrictions on the ability of the developer (or the contracting company) to patent or otherwise secure rights in the software.  Further, some licenses even obligate the developer and/or the contracting company to make the software freely available to others that may wish to use it.  Similar problems arise if the software was developed in connection with government- or university-sponsored research.

Of course, not all of a company’s assets, software or otherwise, will be owned outright.  Many may be licensed from third parties and understanding the scope of such licenses and how they will be affected by any changes in business objectives or plans is a must for a company.  

The Scope of the Investigation

Part of preparing a successful audit plan is determining the appropriate scope of the investigation.  Often, this is determined by the type of property involved, the value and nature of the property and the type of business.  Of these, the third category often has a significant impact on the other two.

Of course, there are many types of business that may become the subject of an IP audit, but in the high-tech world these seem to fit into three broad categories.  First, there are the manufacturers; that is, companies that make and sell products or services to others using their own facilities.  Second, there are design houses that typically provide engineering and other resources to others or that sell products that are physically manufactured by others.  A distinction is made here from distributors that sell others’ products but do not themselves actually design the products being sold.  A good example of a design house is a company that designs integrated circuits but contracts the actual manufacture (and often the testing, assembly, packaging and/or distribution) of the components to others.  Third, there are the “patent filing teams” or “pure research” teams.  These are companies, typically made up of a select team of scientists and engineers that do not make or design any products per se, but rather think about new products (and services) and seek to patent those ideas.  Sometimes, the patent filing teams will also create “proof-of-concept” products that are not necessarily intended for large-scale commercial use, but serve instead to demonstrate the feasibility of commercializing the proposed technology.  The goal of such companies is to license the technology they develop to others that will then go on to commercialize it in large scale.

Performing audits involving these different types of companies requires different strategies and plans.  For example, in the case of the “design house”, the company may be planning to take the production of the integrated circuit or other product(s) “in-house” over time.  That is, in time the company may not be concerned with the manufacturing, testing and distribution channels that are currently being used.  However, in the short term the company is very likely concerned with these relationships.  If these existing relationships cannot be used or will be otherwise unavailable to the company, there may be serious, even unrecoverable, shortfalls in the projected revenue, making the business appear to be a failure and perhaps prompting lawsuits by disgruntled shareholders.

Tailoring the Investigation to the Business

In such transactions then, the investigating attorney must approach the audit process with an eye towards uncovering the “product flow” or “business path” of the company.  That is, focus should be on gaining an understanding of how the company goes from initial product design through manufacture, testing, assembly and distribution and what rights are needed to preserve this process.  Once the investigator gains this understanding, s/he will be much better equipped for the review of the company’s contracts, licenses and other legal instruments that allow it to carry out its business.  By following this approach, the investigating attorney can quickly uncover gaps or other problems in this legal framework that present risk factors and can also begin working with the company to fill in any holes.

The process, however, may be quite different when confronted with a deal involving the patent filing-type of company.  Generally, even if the company has existing relationships to produce and distribute its proof-of-concept products, the company may not be as concerned with these relationships as in the case of the design house.  Instead, the investigating attorney will likely be required to focus his/her attention on barriers to entry of competing technologies.  Thus, the investigating attorney should focus on understanding the nature of the new technology, the possible other sources of same and the expected competitors that will be faced by the company.  In this way, the investigating attorney can quickly determine what, if any, barriers to entry are present for others and how the presence or absence of such barriers affects the financial and other business goals.

Knowledge-based companies typically fall somewhere between the design house and the patent filing-team examples.
  As indicated above, such companies often have a number of IP assets, typically embodied as software or firmware.  In such cases, an audit of full scope covering all intellectual property assets of the company may be appropriate. 

In such an audit, the investigating attorney should determine whether the company has properly obtained copyright, patent, trademark and/or trade secret protection for its products/services and the scope of any third party rights in the these assets.  An important consideration in investigations of knowledge-based companies (and one usually grouped under the trade secret category of a checklist) is whether the company has hired away employees of its competitors under circumstances that could lead to a lawsuit.  Often, an investigation of a company’s files will reveal letters from former employers cautioning the former employee and his/her new employer not to divulge or extract any trade secrets of the former employer.  Generally speaking, any allegations of trade secret misappropriation must be acted upon quickly or be lost through laches, but the investigating attorney must be careful to consider whether any “migration” of technology owned by a former employer has occurred.  Any such migration will be an issue from a misappropriation standpoint.

In addition, as we have seen with the nature of knowledge-based companies, the determination of whether the company’s products or services may infringe third party rights, either by virtue of the nature of the products themselves or by virtue of events occurring during the development of the products is not always easy and the audit plan must leave sufficient time for making such determinations.  It is usually a good idea to order searches of the public records in advance of any on-site investigatory activities because it will take time to receive the results of such searches and even more time to sift through those results.  Because on-site time, and especially access to the company’s senior management and technical team, is usually limited, it is best to conduct such activities away from and in advance of the on-site investigation so that on-site time can be better spent interviewing these key players. 

Eliminating Risk Through Documentation

In addition to ensuring that title and other rights (e.g., patent rights) in the company’s software have been adequately safeguarded, the target company should also be ready to demonstrate that no misappropriation of others’ trade secrets has occurred in the development thereof.  Even if there was no written employee confidentiality and invention assignment agreement with the former employer, allegations of trade secret misappropriation are not uncommon when key employees move from one company to another. Items that courts will focus on in any litigation include: the similarity of the products of the former employer and the new company, where the developer did the development, and whether any of the former employer's proprietary technology was actually used in the creation of the new software. The relative importance of these factors differs from state to state.  

Cataloging the Assets

Successful audits then begin with the creation of a plan.  As part of the plan, the investigating attorney(s) must identify the important products and services of the company, in light of the business plan and its expected changes.  Only if these items are identified in advance can one begin to understand the risks and values associated with the company’s IP.               

Once this list has been developed, one can begin to catalog the various assets that comprise the subject business.  Developing such a catalog can be important not only for further audits (e.g., determining whether all appropriate license or other contractual arrangement associated with these assets are in place) but also to predict the future value of the business.  

To better contribute to this latter goal, the catalog of rights should be more than just a list of patents, trademarks, copyrights, etc., it should be a carefully prioritized collection of IP assets designed to reflect the true nature of the business under scrutiny.  The process of assigning value to items uncovered during due diligence is discussed below in more detail.  For now, recognize that the bare list is of little use to anyone after the audit has been completed.  Instead, the goal of the investigating attorney should be to develop a truly comprehensive record of the target’s assets and where those assets fit in the overall business strategy.

As part of the process of assembling the IP catalog, the investigating attorney must always confirm that the company has the rights to use that IP as intended.  This may be different than the manner in which the assets are currently being employed by the company and so as part of the planning process the investigating attorney must meet with his/her client to gain a full appreciation of the post-audit plan for employing the subject technology.  This is another example of why creating lists of items reviewed during an audit is an inadequate goal of the process.  Those familiar with the patent process will recognize that simply because a company possesses one or more patents to technology embodied in its products or services is no guarantee that the company is free to exploit those rights.  This is because the U.S. Patent and Trademark Office makes no determinations whatsoever as to possible infringements of third-party patents that may be posed by implementing newly-patented technology.  Thus, simply marking a checklist as indicating that a company has one or more patents on its technology offers no insight into whether the company can actually exploit that technology.  Instead, it is merely a launching point for a deeper investigation into the anticipated uses of the technology and the risks associated with doing so.  Furthermore, the investigating attorney must confirm that the company has not, though design or inattention to detail, restricted itself from exploiting the technology in the manner contemplated (e.g., through exclusive license arrangements or distribution agreements).

Recognizing and Assigning Value and Risk

One goal of the investigation is the recognition and assignment of value and risk.  This should not be read as implying that it is the role of the investigating attorney to come up with a hard cash value for the various assets.  Such matters are best left to others.  Instead, the intent is to show that the final work product of the investigating attorney should be useful as a tool towards reaching those valuations.  The audit should leave behind a roadmap for cleaning up any problems that were uncovered as well as a catalog of assets that can be referred to by those less familiar with the company and used to guide future business decisions.

Although lawyers are trained to spot issues associated with risks, many if not most find themselves somewhat lost when confronted with the task of recognizing and assigning value to IP assets.  The truth is that these goals can only be accomplished if the investigating attorney has created a proper plan for the audit and then been thorough in the execution of that plan.  Indeed, if these steps are followed, it is hard not to produce a report that focuses on the value drivers of a business.

Investigating Technology 

A value-driver approach to reviewing the company’s technology requires an understanding of the company’s business and the competitive landscape in which it operates.  The different paradigms for high-tech business and suggested approaches for confronting them were described above.  Now, to recognize whether these businesses include value, the investigating attorney should approach the problem from first principles and analyze how the business handles new ideas. Is it done through an internal research and development team or in reaction to what competitors are doing in the marketplace?  How are inventions or other IP assets identified and evaluated and how are rights in these assets transferred to and/or used by the company?  This analysis should reveal whether or not the company is taking adequate steps to protect its IP at an early stage in its development and will also reveal areas where the company leads its competitors.  These are sources of value. 

Investigating Contracts and Other Agreements

In the course of reviewing the company’s business and technology, the investigating attorney should evaluate all material agreements that pertain to these assets.  As suggested above, a good approach is to focus on the business relationships that are built around the IP assets and examine the written agreements that govern those relationships. Each of these relationships can be a source of value and risk.  Value lies in the ability (where appropriate) of the company to have continued access to a service or equipment provider familiar with the company’s needs or a customer or distribution channel familiar with the company’s products and/or services.  Risk lies in the possibility that these relationships may cease to exist, or might be subject to renegotiation.  Having to reestablish such relationships (if even possible) could be a significant distraction from other activities and at worst could represent a significant obstacle to realizing the full value of the business.

Thus, beyond simply listing the material terms of the various contracts, as part of the audit process the investigating attorney should probe the company to uncover possible problems with the contracts that surround the IP assets.  Usually, interviewing the company’s key players is the best source of uncovering hidden value or risk associated with these agreements.  For example, the written record might not, indeed often does not, include any indication of how the contracting parties are actually performing under the agreement.  Understanding the actual course of dealing that has taken place between the company and the third party is just as important (if not more important) than understanding the written contract binding the two.  This is all part of learning the company’s business and it (not merely the filling in of a checklist) should be the goal of the audit process.

There are several types of agreements that will be of greater importance for a knowledge-based company than for other types of companies. Confidentiality/secrecy, non-competition and non-solicitation agreements are often used to contain the dissemination of proprietary information. Assuming they are properly drafted to be enforceable (i.e., reasonable as to duration, scope and geography), these agreements can help to enhance the value of a company’s IP assets.  

Inbound license agreements must also be checked if a material part of the company’s business is connected with such licenses.  The investigating attorney must carefully review the terms  (exclusivity grants, financial considerations, restrictive covenants, etc.) to form an opinion on the value of the license and the attendant risk on the company’s projected return on investment if one or more of these agreements were to be breached.  Franchise agreements may contain a number of ancillary agreements, including lease or sublease arrangements, guarantees, etc.  As well, restrictive covenants, assignment and change of control provisions are typically more onerous in franchise agreements than in license agreements. 

When reviewing research and development agreements, it is necessary to review expired agreements as well as current ones.  A review of expired agreements will assist the investigating attorney in determining whether the transfer of intellectual property was properly dealt with in the past so as to ensure that those rights reside in the company at present.  Other important agreements that demand careful review include: distribution and supply agreements, manufacturing agreements and joint venture agreements.  Sometimes, one encounters versions of such agreements that have actually expired, but under which certain obligations survive (e.g., confidentiality obligations, license grants, even technology transfer obligations, etc.).  One particularly interesting category of agreements is outbound licenses that may sweep up later developed technology.  Careful recording of these obligations is necessary to ensure that the company complies with all of its obligations.

Investigating Employees and Contractors 

Earlier, we covered the importance of securing IP rights through the use of written agreements with independent contractors.  The same is true when dealing with a company’s employees.  It is often true that the most vital asset is that company's human capital.  Careful review of employment contracts is therefore a necessary and critical part of the audit process.  The investigating attorney must review individual contracts as well as any policy manuals that may be used by the company.  Reviewing “forms” is not sufficient.  A physical inspection of the actual agreements signed by the employees should be undertaken. 

Generally, in the United States intellectual property developed by an employee during the course and scope of his or her duties for the employer will be owned by the employer.  This not, however, true in many European jurisdictions and elsewhere.  Some nations require that employers pay special compensation to employees for their inventions, especially where those employees are not specifically hired to invent as part of their jobs.  More than the familiar $1.00 often recited in assignments of U.S. patent rights, these jurisdictions require that fair market value be paid for the invention and a failure to comply with these requirements can result in the employee retaining ownership rights in the invention.

Thus, properly drafted employee agreements will deal with the assignment of intellectual property and with the employee's continuing obligations to assist in the procurement and protection of rights attendant thereto.  Employment agreements, especially those for non-U.S.-based employees, should also address moral rights and all should include restrictions on the use of confidential information.  Many employment contracts will restrict the right of the employee to solicit employees, customers, suppliers or others with whom the business has ongoing relationships, however, such clauses are often overbroad in duration and/or geographical location and are, therefore, potentially invalid. 

Preparing the Report

After completing the investigative activities described above, the investigating attorney will have a fairly complete picture of the IP position of the company.  At the very least the lawyer should be able to conclude: to what extent material IP assets are owned or licensed by the company, what steps the company has taken to protect these assets and how effective those steps have been and continue to be; what problems currently exist in the company’s business practices, either through deficient transfers of intellectual property assets, the failure to protect certain assets or the alleged infringement of the intellectual property of others, and what problems may arise as a result thereof.  Together with the catalog of assets described above, these findings should be communicated to the company along with recommendations for going forward. 

Through the audit process, the investigating attorney strives to gather information to evaluate the benefits and the risks inherent in the company’s business plan.  Especially in a knowledge-based company, the values of the underlying business and its assets are highly dependent not only on the legal structures in place, but also on the competitive environment within which that company operates.  Understanding the business realities faced by the company and using those realities to guide the appropriate level of investigation will help to ensure the successful completion of the audit. 

�  Community for Creative Non-Violence v. Reed, 490 U.S. 730 (1989).  Unless it falls within a narrow set of statutory categories (that does not include computer software), to qualify as a “work made for hire”, the work in question must have been “prepared by an employee within the scope of his or her employment”.   17 U.S.C. 101.  The Court held that the term the term "employee" as used in the statute should be understood in light of the general common law of agency.  In determining whether a hired party is an employee under the general common law of agency, one must consider the hiring party's right to control the manner and means by which the product is accomplished. Among the other factors relevant to this inquiry are the skill required; the source of the instrumentalities and tools; the location of the work; the duration of the relationship between the parties; whether the hiring party has the right to assign additional projects to the hired party; the extent of the hired party's discretion over when and how long to work; the method of payment; the hired party's role in hiring and paying assistants; whether the work is part of the regular business of the hiring party; whether the hiring party is in business; the provision of employee benefits; and the tax treatment of the hired party.  No one of these factors is determinative. 490 U.S. 730, 751-752.


�  35 U.S.C. 261.





�  In re: Cybernetic Services, Inc., 252 F.3d 1039 (9th Cir. 2001).





�  Fortunately, this can now be done relatively quickly using on-line databases.  Parsing through and understanding the results of the search, however, still takes time.


�  Often, a blend of business types will be observed.  For example, one may find a company that primarily operates as a design house, but that also takes on some of the post-fabrication testing procedures and/or that becomes involved in the distribution chain following assembly of the components.  Experience has shown that many of these companies do not have formal arrangements with their suppliers or manufacturers beyond simple purchase orders. 
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